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Goal 1. Risk Assessment –
Promote Cyber Risk 
Awareness and Management

Cyber Security Assessment & Risk Management Approach 

3. Protecting Infrastructure

1. Defending 

Cyberspace

2. Enabling 

Operations

3. Protecting 

Infrastructure
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What have we done since it was signed?

• BLT Profile

• Working with NIST to develop additional Profiles

• Author of “How to” Guide for NIST NCCoE

• Review existing policy for cyber updates

– Drafting NVIC

– IMO: Maritime Cyber Risk Management

• Standardize terms/definitions

• Evaluate guidance & tools for industry on risk reduction 

processes: FERC

• AMSC IT Subcommittees

• Cyber Event Reporting Process
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Cyber Event Reporting

•NCCIC/NRC

•BOS Instruction
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•https://homeport.uscg.mil/

•http://www.nist.gov/cyberframework/

•https://www.us-cert.gov/

Available resources 
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QUESTIONS?

Thank You for your time!

Further inquiries:

LT Josephine Long

Josephine.A.Long@uscg.mil

202-372-1109
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